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School Guide

Parents Online Safety Videos
(updated September 2025)


On the following pages you will find the text, links and video link for the parents online safety videos (7 in total). All you need to do is copy/paste into your own email and send out to parents at a date, time or frequency that suits you.

I would recommend sending out no longer than a week apart, two at most. This is because the information between the emails and videos flows together, so there is a risk that information may be forgotten from the previous email/video (although you could add a note advising parents not to delete as they can refer back to the emails as and where necessary).

I would please ask that you don’t alter the text that I have put, however feel free to add your own if you feel it would be beneficial. For example, the initial email to parents could be about what they will be sent, when and why. You could even give an introduction about what your school does in relation to online safety with your learners.

IMPORTANT

· Please DO NOT - share the links publicly, e.g. social media or your school website.
· Please DO - send out the text, links etc. in the order of this document as there is a natural flow.
· To save confusion, I have put each email on a separate page.





Email 1 - Introduction

Welcome to the first video of this online safety series.

Video length: 6 minutes

Whatever the age of your child they will receive good online safety education in school, from early years through to college. But as parents and carers we need to know about and keep up with the risks and issues our children may face online. Importantly, we also need to know where to go for extra support.

My name is Alan Mackenzie. I specialise in the ever-changing and evolving area of online safety, mainly working in schools all over England and in this first video I will quickly introduce myself and define what online safety means. 

Over a period of time, you will receive another 6 emails from school, all with a link to a new video and some accompanying text. In most of the emails I will also include useful links, all of which will take you to free information and resources. 

Video link:

https://vimeo.com/1113522935/ac0e918b28




Email 2 – Online Life

Video length: 10 minutes.

Welcome to the second video of this online safety series.

 Today we’ll take a brief look at what children and young people are doing online and why.

Click on the link below or copy/paste into your browser. You will also find some links below the video link, these get a mention in the video so you may find them useful.

Video Link:

[link removed]

Useful Links:

Internet Matters family agreement
https://www.internetmatters.org/resources/digital-family-agreement-template/

YouTube Supervised Experience
https://support.google.com/youtube/answer/10314940?hl=en-GB

A guide to the YouTube Kids app
https://www.youtube.com/kids/

YouTube Kids - how to approve content
https://www.youtube.com/watch?v=NtrlvqztMcQ






Email 3 – Risk and Harm

Video length: 12 minutes

Welcome to the third video of this online safety series.

Today we’re going consider risk and harm. Risk is the likelihood of harm and, given certain conditions a risk may be increased or decreased. We’ll also take a look at what is commonly called the 4C's which refers to: Content, Contact, Conduct and Commerce. The 4C's is the easiest way of understanding risk regardless of whether you think you are tech savvy or not.

Video Link:

[link removed]

Useful Links:

Misleading age ratings report
https://5rightsfoundation.com/apple-and-google-expose-children-to-data-privacy-breaches-through-misleading-app-age-ratings/

Common sense media reviews
https://www.commonsensemedia.org

Internet matters - parental controls guides
https://www.internetmatters.org/parental-controls/

Snapchat Family centre
https://help.snapchat.com/hc/en-gb/articles/7121384944788-What-is-Family-Centre

TikTok family centre
https://support.tiktok.com/en/safety-hc/account-and-user-safety/family-pairing

Google Family Link
https://support.google.com/families/answer/7101025?hl=en

Roblox parental controls
https://en.help.roblox.com/hc/en-us/articles/30428310121620-Parental-Controls-Overview




Email 4 – Online Influence

Video length: 9 minutes

Welcome to the 4th video in this series.

In this video we’re looking at online influence. As children grow up, the digital environments around them are evolving as well, often in step with their changing interests and behaviours, so what are some of the factors that can influence children online?

We will also take a brief look at misogyny.

Click on the link or copy/paste the link into your browser.

Video Link:

[link removed]

Useful Links:

What is a parasocial relationship?
https://www.internetmatters.org/hub/news-blogs/what-are-parasocial-relationships/

The online disinhibition effect https://ed.buffalo.edu/content/dam/ed/alberti/docs/conference/Levy%20Presentation%202014%20.pdf

What are algorithms?
https://www.internetmatters.org/hub/news-blogs/what-are-algorithms-how-to-prevent-echo-chambers/

What is persuasive design?
https://saferinternet.org.uk/blog/talking-to-young-people-about-persuasive-design

What is misogyny?
https://www.internetmatters.org/issues/online-hate/what-is-misogyny/






Email 5 – Exploitation

Video length: 10 minutes

Welcome to the fifth video in this series of online safety videos.

This is a difficult video to watch and listen to as the content centres around the growing statistics of children being exploited online, including sextortion (financially motivated extortion). It is a vital area of which every parent/carer should know about.
Importantly, please do be aware of your own state of mind before you watch and be aware of your surroundings, consider wearing headphones. I don’t go into a lot of detail in this video, it’s more about the statistics to show the growing numbers.

Video Link:

[link removed]

Useful Links:
 
Internet Watch Foundation - Talk Checklist
Clear, practical advice to keep your children safe.
https://talk.iwf.org.uk/wp-content/uploads/2022/03/Parent-Resource.pdf
  
Internet Watch Foundation - Supporting children with SEND
https://talk.iwf.org.uk/children-with-send/
 
Internet Matters - Teens, Sexting and Risks
https://www.internetmatters.org/about-us/sexting-report-look-at-me/
 
Child Exploitation and Online Protection Service (National Crime Agency)
If you or your child is worried about online sexual abuse or the way someone has been communicating you can report here:
https://www.ceop.police.uk/Safety-Centre/

 IWF/Childline Report - Remove
For use by young people who, for whatever reason, have taken and shared a nude image.
https://www.childline.org.uk/info-advice/bullying-abuse-safety/online-mobile-safety/report-remove/ 

The state of sextortion 2025
https://www.thorn.org/blog/the-state-of-sextortion-in-2025/



Email 6 – Artificial Intelligence

Video length: 12 minutes

Welcome to video number 6.

Artificial intelligence isn’t new, but what is new is Generative Artificial Intelligence (GenAI) and, whilst this can be used for enormous possibilities, there are many negatives too.

In this video we will take a brief look at artificial intelligence along with a few risk examples.

Video link:

[link removed]

Useful Links:

A parents guide to AI
https://www.internetmatters.org/resources/parent-guide-to-artificial-intelligence-ai-tools/

Me, myself and AI - chatbot research
https://www.internetmatters.org/hub/research/me-myself-and-ai-chatbot-research/

AI companion bots - understanding the risks posed to young users 
https://voicebox.site/article/ai-companion-bots-and-explicit-images-understanding-risks-posed-young-users


Email 7 – Final Notes

Video length: 5 minutes.

We're onto the final online safety video and is just a bit of a wrap-up with some advice. Throughout the previous emails I have shared tips and links to other useful information and below the video link I’ll share a few more.

Video Link: 

[link removed]

Useful Links:

Internet Matters is a fantastic resource built for parents and carers, there is a tremendous amount of online safety information that is useful, such as:

· All the most common risks and issues, along with accompanying advice according to the age of your children.
· Setting up parental controls on all the devices your children use.
· Gaming advice hub.
· Social media advice hub.
· Advice hub for children with special educational needs.
· Screentime.
· And much more.

Internet Matters
https://www.internetmatters.org

Common Sense Media – this is a one-stop shop to find further, useful information for parents. Whether it’s an app, a game or a book there’s a good chance it’s here. Just use the search bar at the top of the page.
https://www.commonsensemedia.org

Are you worried about the way someone has been communicating with your child online? You can make a report to the Child Exploitation and Online Protection Centre:
https://www.ceop.police.uk/Safety-Centre/

Kids, Puberty and Tech – conversation starters for 8-12 year olds.
https://parents.thorn.org/situation/

Guides on a range of topics suitable for 7-17 year olds, from device access, consent, making friends and more.
https://parents.thorn.org/discussion-guides/

All content is copyright SafeICT Consultancy Ltd - Alan Mackenzie – eSafety Adviser
Contact: alan@esafety-adviser.com
www.esafety-adviser.com
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