
Staff e-Safety Survey





This is a very simple questionnaire to gain an understanding of the strengths and weaknesses in regard to staff e-safety awareness.

The answers you give will allow the school to determine any training needs.

1. The following is a small list of e-safety risks.  Do you feel you have a good understanding of these risks?

[bookmark: Check21][bookmark: Check22][bookmark: Check23]Grooming	        Yes   |_|	        No   |_|	        A bit   |_|

Sexting                     Yes   |_|	        No   |_|	        A bit   |_|

Trolling                    Yes   |_|	        No   |_|	        A bit   |_|

Identity Theft         Yes   |_|	        No   |_|	        A bit   |_|

Pro Lifestyle            Yes   |_|	        No   |_|	        A bit   |_|

Digital Footprint    Yes   |_|	        No   |_|	        A bit   |_|

Online Reputation  Yes   |_|	        No   |_|	        A bit   |_|
[bookmark: _GoBack]
2. In relation to the risks above, if asked by a student would you feel comfortable discussing these risks and give advice?

Yes   |_|	No   |_|	A bit   |_|

3. Do you understand, in depth, the term cyber-bullying, and do you understand the effect it can have on yourself or students?

Yes   |_|	No   |_|	A bit   |_|

4. If a student asked you how to report a concern online, would you know where to direct him/her?

Yes   |_|	No   |_|

5. In your school, are you aware of the internal process to report a concern or e-safety incident?

Yes   |_|	No   |_|

6. When using ICT in the curriculum, do you feel sufficiently empowered to promote positive e-safety messages? (If you don’t know what that means, please answer No).

Yes   |_|	No   |_|	A bit   |_|

7. Have you read and understood the school e-safety policy?

Yes   |_|	No   |_|

8. Do you regularly change your computer password?

Yes   |_|	No   |_|

9. Do you take home with you any data that may contain personal information (i.e. names of pupils, dates of birth, addresses etc.)

Yes   |_|	No   |_|

10. If the answer above is Yes, is your device (laptop, USB pendrive etc.) encrypted?

Yes   |_|	No   |_|	Don’t know     |_|

11.  Are you comfortable with your professional/personal boundaries when using social media?

Yes   |_|	No   |_|	Don’t use SM   |_|

12. Do you understand the requirements of the Data Protection Act?

Yes   |_|	No   |_|	A bit   |_|

13.  Are you aware of the Professionals Online Safety Helpline?

Yes   |_|	No   |_|	A bit   |_|


14.  Are there any other areas in relation to ICT security or e-safety, not covered above, that you would like further advice on?

[bookmark: Text3]Please add your question or comment
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